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Electoral Data, Tax Revenue, Sensitive Data

HIPAA Compliance Assistance
Application of de-anonymization methodologies to Open Data to determine political preferences and other potentially sensitive information, e.g., Narayanan et al.
Collaborative Systems
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Balance between confidentiality, integrity, and availability of sensitive data needs to be ensured (e.g., Oliver et al.).